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Abstract:

This paper presents techniques of speech scrambling based-fractional order chaotic system which is used due to many properties; first of all using fractional order as key will increase key space which makes it very difficult to decrypt by a 3d-party. It is a random like noise behavior; it is defined over continuous number fields, which leads to possibility of using many nonlinear functions in encryption. A one channel with chaotic masking is used to encrypt low level speech signal. The low level speech signal problem is solved by using two-channel secure communication. In a two channel method, one channel is used for transmitting a pure driving signal to achieve faster synchronization while a highly nonlinear function is used to encrypt the speech signal and transmit it in the other channel. The simulation results show that scrambled speech is unintelligible, preserving bandwidth, the dynamic response of fractional order chaotic system is highly sensitive to fractional order values and the variation of a parameter, chaotic trajectory is very unpredictable, key space is expanded and guaranteed higher security. The results show that, the speech scrambling based fractional order chaotic system is highly secure compared with classical speech scrambling techniques. Some security measures are used for comparison.
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الخلاصة:

يتناول هذا البحث تشغيل الكلام باستخدام نظام لوينز الكسري في الرتب الكسرية، وتم استخدامه بسبب الكثير من الخصائص الأولا وقبل كل شيء استخدام الرتب الكسرية كمفتاح مما يزيد من سعة المفتاح وهذا يصعب عملية فك التشغيل بالنسبة للمستنثرة، عشوائية ومشابهة لسلوك الضوضاء، معرفة ضمن مجال الأعداد الحقيقية المستمرة وهذه الخاصة تمكننا من استخدام الكثير من الدوال غير الخطية في عملية التشغيل. تم استخدام قناة ارسال واحدة مع طريقة الاختفاء الفوضوي لتشغيل قناة الكلام قليلة السعة. تم حل مشكلة إشارة الكلام في نظام لوينز الفرactalي باستخدام قنوات ارسال للإتصال الامتناع.

وفي هذه الطريقة تم استخدام احدى القنوات لارسال اشارة التردد فقط للحصول على تردد سريع. استخدمت دوال غير خطوية عالمية لتشغيل نظام لوينز الفرactalي فيصلها إلى نظام لوينز الفرactalي المشفرة غير معروفة وتمت المحافظة على نطاق التردد والاحتياجات الديناميكية لنظام لوينز الفرactalي في النقطة الحاسمة لقياس الرتب الكسرية في نظام لوينز الفرactalي. قياس المعالم صعبة التنفيذ بمارس النظام، توسطة في النقطة مع ضمان امنية عالية. ظهرت النتائج الامتناعية لتشغيل الكلام باستخدام نظام لوينز الفرactalي في رتب كسرية مقارنة مع طرق تشغيل الكلام التقليدية. استخدمت بعض المقاييس الامتناعية لغرض المقارنة.
1. Introduction:

The design of efficient voice security methods demands new challenges which can provide high security to the voice data. To achieve this, a number of voice encryption techniques have been suggested. In general, there are four categories of cryptographic algorithms widely used in speech communication, namely frequency domain, time domain, amplitude scrambling, and two-dimensional mixed scrambling methods \[1\]. Among them, the chaos-based techniques are considered efficient for dealing with bulky, redundant voice data. This is because that the chaotic systems are characterized with high sensitivity to its initial conditions, ergodicity, random behavior, and long periodicity \[2\].

Chaos is a typical behavior of nonlinear dynamic systems. It is characterized by extremely sensitive to parameters and initial conditions, mathematically defined as randomness governed by simple deterministic rules \[3]\). A high dimensional chaotic system like Lorenz system will give a more complex structure, more system variables, and parameters. Then the cryptosystem’s key space will be larger for integer orders, and the system variables time sequence will be more erratic and unpredictable than using the low-dimensional chaotic system \[4]. To increase the security level fractional order chaotic Lorenz system (Non integer orders) can be used. The advantage of using fractional order chaotic systems in communication is that the derivative orders can be used as secret keys as well. The results are increasing the key space and hence enhance the security level of communication.

2. Fractional Order Lorenz System:

The mathematical description of the fractional-order Lorenz system is expressed as \[4\]:

\[
\begin{align*}
D^\alpha_1 x &= \sigma(y - x) \\
D^\alpha_2 y &= -xz + \rho x - y \\
D^\alpha_3 z &= xy - \beta z
\end{align*}
\]

where \((\sigma, \rho, \beta)\) are system parameters, \((\alpha_1, \alpha_2, \alpha_3)\) determine the fractional orders of the equation and \((\alpha_1, \alpha_2, \alpha_3 > 0)\). When \(\alpha_1 = \alpha_2 = \alpha_3 = 1\), Equation (1) becomes the ordinary integer orders Lorenz system, the solution of fractional-order Lorenz system using Fractional Backward Difference Methods can be written as \[5-6\]:

\[
\begin{align*}
x_m &= h^{\alpha_1} \times [\sigma \times (y_{m-1} - x_{m-1})] - \sum_{k=1}^{m} w_k x(m - kh) \\
y_m &= h^{\alpha_2} \times [-z_{m-1} \times x_{m-1} + \rho \times x_{m-1} - y_{m-1}] - \sum_{k=1}^{m} w_k y(m - kh) \\
z_m &= h^{\alpha_3} \times [x_{m-1} \times y_{m-1} - \beta \times z_{m-1}] - \sum_{k=1}^{m} w_k z(m - kh)
\end{align*}
\]

where \(h\) is step size parameter and \(m = 0, 1, 2, ..., N\).

The coefficients \(w_k\) can be computed in a recursive scheme (with \(w_0 = 1\)) by

\[
w_k = \left(1 - \frac{\alpha_1}{k}\right)w_{k-1}
\]
3. Synchronization in Chaotic Systems:

The concept of using synchronization methods in communication schemes is based on the idea that two similar circuits or state space systems, one at the transmitter and the other at the receiver, can have at any particular time, the same dynamical state.

The earliest and the simplest form of synchronization is a Complete Synchronization\[^7\]. This occurs in coupled identical systems and is also referred to as a conventional synchronization or an identical synchronization. Two continuous-time chaotic systems:

\[ \dot{x}(t) = F(x(t)) \quad \text{and} \quad \dot{z}(t) = F(z(t)) \]

are said to obtain Complete Synchronization if:

\[ \lim_{t \to \infty} [x(t) - z(t)] = 0 \]

The fractional Lorenz system (system 1) is given by

\[
\begin{align*}
D^{\alpha_1} x &= \sigma (y - x) \\
D^{\alpha_2} y &= -xz + \rho x - y \\
D^{\alpha_3} z &= xy - \beta z
\end{align*}
\]

system 1

The first signal \( x(t) \) of (System 1) is chosen as synchronization signal to drive another Lorenz system (System 2).

\[
\begin{align*}
D^{\alpha_1} x_r &= \sigma (y_r - x_r) \\
D^{\alpha_2} y_r &= -xz_r + \rho x - y_r \\
D^{\alpha_3} z_r &= xy_r - \beta z_r
\end{align*}
\]

system 2

Systems (1) and (2) are called master and slave systems, respectively. The master-slave system is shown in Figure (1). It is noted that the slave system \((y_r, z_r)\) is dependent on the signal \(x(t)\).

![Fig. (1): The Lorenz Three-Dimensional Chaotic Master-Slave System.](image-url)
Define the state errors between the master and slave system as
\[
\begin{align*}
    e_1 &= x - x_m, \\
    e_2 &= y - y_m, \\
    e_3 &= z - z_m.
\end{align*}
\]  
(4)

Subtracting system (2) from system (1) leads to
\[
\begin{align*}
    D^\alpha e_1 &= \sigma (e_2 - e_1) \\
    D^\alpha e_2 &= -x e_3 - e_2 \\
    D^\alpha e_3 &= x e_2 - \beta e_3
\end{align*}
\]  
(5)

By taking Laplace transform of both side of system (5) and rearranged,
\[
\begin{align*}
    L[D^\alpha e_1] &= s^\alpha E_1(s) - s^{\alpha - 1} e_1(0) \\
    E_1(s) &= \frac{\sigma E_2(x)}{s^\alpha + \sigma} + \frac{s^{\alpha - 1} e_1(0)}{s^\alpha + \sigma} \\
    E_2(s) &= -L[x e_3] + \frac{s^{\alpha - 1} e_2(0)}{s^\alpha + 1} \\
    E_3(s) &= L[x e_2] - \frac{s^{\alpha - 1} e_3(0)}{s^\alpha + \beta}
\end{align*}
\]  
(6)

Using the final value theorem of Laplace transform, it follows that
\[
\begin{align*}
    \lim_{s \to 0} s E_1(s) &= \lim_{s \to 0} s E_1(s) = \lim_{s \to 0} s E_2(s) = \lim_{s \to 0} s E_3(s) \\
    \lim_{s \to 0} s E_2(s) &= \lim_{s \to 0} s E_2(s) = -\lim_{s \to 0} s L[x e_3] \\
    \lim_{s \to 0} s E_3(s) &= \lim_{s \to 0} s E_3(s) = \frac{1}{\beta} \lim_{s \to 0} s L[x e_2]
\end{align*}
\]  
(7)

Now, owing to the attractiveness of the attractors of master system and slave system, since \(E_1(s), E_2(s)\) and \(E_3(s)\) are bounded, then
\[
\lim_{t \to \infty} e_1(t) = \lim_{t \to \infty} e_2(t) = \lim_{t \to \infty} e_3(t) = 0
\]  
(8)

**Figure (2)** shows the synchronization of master and slave systems. It is shown that the master and slave systems have been synchronized after the initial synchronization time which is about four seconds.

![Figure (2): The Response and Synchronization of the Master and Slave systems.](image-url)
4. Fractional order chaotic Cryptosystem :

Different methods for implementing chaotic secure communication will be discussed, such as chaotic masking; improved chaotic masking and two-channel secure communication methods since these methods form the foundation of chaotic communication and are very important to understand newer techniques. The fractional order chaotic cryptosystem is mainly composed of two parts: an encrypter and a decrypter. The details of each part are described as follows:-

4.1 Encrypter

The encrypter uses fractional order chaotic Lorenz system as generator, to generate x, y and z sequences and uses a highly nonlinear or linear function to encrypt the original speech depending on the number of channels used. This will be described in Section (5) and Section (6).

The equations of fractional Lorenz system as encrypter are given as:

\[
D^{a1}x = \sigma(y - x) \\
D^{a2}y = -xz + \rho x - y \\
D^{a3}z = xy - \beta z
\]

4.2 Decrypter

The slave system in decrypter is defined by the following equations

\[
D^{a1}x_r = \sigma(y_r - x_r) \\
D^{a2}y_r = -xz_r + \rho x_r - y_r \\
D^{a3}z_r = xy_r - \beta z_r
\]

5. One-Channel Secure Communication :

Most of the chaotic secure communication uses one channel. The advantage of communication with one channel is high efficiency of the channel and the encryption structure is simple. But common shortcoming is that the driving signal is distorted by the information signal. One channel secure communication uses the following techniques:-

5.1 Chaotic Masking

Chaotic masking involves the addition of a message signal \( s(t) \) to a chaotic carrier signal \( x \), before the transmission of the sum of the two signals takes place \(^8\). The block diagram illustrating the principles of chaotic masking is shown in Figure (3).

![Block Diagram of the Chaotic Communication System Based on the Chaotic Masking.](image-url)
The slave system of the receiver generates a signal $x_r$ which is expected to be synchronized with the corresponding master signal $x$ of the transmitter. After a sufficient amount of time has passed for $x$ and $x_r$ to synchronize, the transmitted message $s(t)$ can be recovered in the form of:

$$s(t) = x_r - x_r = (x + s(t)) - x_r = s(t)$$

(9)

The requirement of a chaotic masking scheme is that the power of the information signal $s(t)$ has to be significantly lower than the power of the chaotic carrier $x(t)$. When the message power is big, the driving signal does not perfectly fit the receiver. On the one hand, the error of synchronization grows rapidly and stability of synchronization decreases as shown in Figure (4).

![Fig.(4): The Error of Synchronization between Master and Slave Systems in One Channel Chaotic Masking.](image)

5.2 Improvement of Chaotic Masking

To avoid the restriction of the small amplitude of the information signal, a modulation scheme, called Improvement of Chaotic Masking, has been proposed in [9]. As shown in Figure (5) in which the Lorenz system is used again as the chaotic generator, the basic idea is to feedback the information signal into the chaotic transmitter in order to have identical input signals for both the chaotic transmitter and the receiver. Specifically, the transmitted signal, consisting of the information signal $s(t)$ and the chaotic signal $x(t)$ is communicated to the receiver which is identical to the chaotic transmitter, as shown in Figure (6). Since the reconstructed signal $x_r(t)$ will be identical to $x(t)$, the information signal $s(t)$ can be decoded from the received signal.
6. Two-Channel Secure Communication:

Two-channel transmission method is adopted for the purpose of faster synchronization and higher security. One output of the chaotic transmitter is sent for synchronization only in one channel, with no connection with the information signal, so the amplitudes of information signal has nothing to do with synchronization. The other channel transmits the information-bearing signal. So the first channel serves the purpose of efficient synchronization, the second channel is used for complicated encryption and, therefore, improved security \[10\]. Figure (7) illustrates this idea. The public channel is used to transmit both $x$ (the driving signal necessary for synchronization), and $E$, the encrypted secret message.
The encrypter uses $y(t)$ and $z(t)$ of master system to provide the desired key sequence. To further enhance the security of the cryptosystem, an encryption function is introduced such as [11]:

$$E(t) = \frac{y(t) + z(t)}{z(t)}$$

where $s(t)$ is the original speech. The cipher-speech is sent to the decrypter through the channel.

At the receiver, the recovered speech $\hat{s}(t)$ is derived by the decryption function via

$$\hat{s}(t) = D(E(t), y_r, z_r, t) = E(t) + z_r(t) - y_r$$

If the variables $y_i(t)$ and $z_i(t)$ of the slave system can be synchronized with corresponding variables $y(t)$ and $z(t)$ of the master system, the decrypter can find the same $\hat{s}(t)$, as in the encrypter, $s(t)$.

**7. Modification of Two-Channel Chaotic Communication:**

A better scrambling of the secret message can be obtained if the encryption function is made to depend on a continuously changing parameter along with the chaotic states of the transmitter. This parameter corresponds to one of the chaotic transmitter parameters and consequently it can accomplish two tasks:

1- To act as a cipher key that makes the scrambling process of the transmitted message more robust.

2- To continuously change the chaotic attractor of the transmitter; thus making it harder for an intruder to break into the communication channel.
Referring to the encryption function in Equation (12), it is noted that it is a simple nonlinear function. To complicate the process of cryptanalyst one may use a more complex nonlinear function resulting in a more robust secure communication system, given by \(^{(12)}\):

\[
E = y^2 + \left(1 + \frac{1}{y^2}\right) = s(t)
\]  \(\text{ (12)}\)

Thus a modified system for the robust secure communication system, both the encryption and decryption functions are given in Equations (13) and (14).

\[
E_2(y, \mu, s, t) = y^2 + \left(\frac{\mu^2 + y^2}{\mu^2 + y^2}\right) = s(t)
\]  \(\text{ (13)}\)

\[
S(t) = D(y, \mu, s, t) = \frac{E_2(y, \mu, s, t) - y^2}{\left(\mu^2 + y^2\right)}
\]  \(\text{ (14)}\)

Where \(\mu\) is the modified parameter.

\(y\) and \(\mu\) are used to construct the nonlinear scrambling. The decryption function should settle very fast to the inverse of the encryption function, once synchronization is achieved.

### 8. Measures of Quality:

A number of quantitative measures can be used to evaluate the performance of the designed system. These are Segmental Spectral Signal to Noise Ratio (SSSNR), LPC Distance Measure, and Cpestral Distance Measure (CD). These measures are defined as follows:

**a. Segmental Spectral Signal to Noise Ratio (SSSNR):** This is given by \(^{(13)}\)

\[
SSSNR_i = 10\log \left(\frac{\sum_{k=1}^{N} |X_i(k)|}{\sum_{k=1}^{N} |X_i(k)| - |Y_i(k)|}\right) \text{ [dB]}
\]  \(\text{ (15)}\)

Where \(X_i(k)\) & \(Y_i(k)\) are the DFT of original speech & scrambling speech.

**b. Linear Predicative Code Measure (LPC):** This is given by \(^{(14)}\)

\[
LPC = \ln \left| \frac{AA'}{BB'} \right| \text{ [dB]}
\]  \(\text{ (16)}\)

where \(V\) is the autocorrelation matrix of the original speech block, vectors \(B\) & \(A\) contain the LPC coefficients for the clear speech block and scrambled speech block.

**c. Cpestral Distance Measure (CD):** This is given by \(^{(15)}\)

\[
CD = 10\log_{10} \left[ \frac{1}{2} \sum_{n=1}^{N} \left\{ Cx(n) - Cy(n) \right\} \right]^{\frac{1}{2}} \text{ [dB]}
\]  \(\text{ (17)}\)

where \(Cx(n)\) & \(Cy(n)\) are the cepstral coefficients of the original speech and scrambled speech.
9. Simulation Results:

The simulation uses the following reference Arabic speech file:

"تطوير الحاسبات الإلكترونية سريعا وأصبح استخدامها من الصفات المميزة لعصرنا الحديث"

The translation of is: The computers have evolved rapidly and became a major characteristics of the modern era

The speech signal is sampled at 8 kHz and (5.6879 seconds long having 45503 samples) with 16 bits / sample, as shown in Figure (8). In this simulation, the chaotic signal was simulated for 50 seconds with 50000 samples. Due to initial synchronization error shown in Figure (2), the first five seconds of the chaotic signal were neglected in encryption and decryption.

![Original Speech Signal](image)

**Fig. (8): Original Speech Signal.**

9.1 Testing the Secret Keys of Lorenz System.

The secret keys of Lorenz system can be classified into:

- Parameters keys ($\sigma$, $\rho$, $\beta$) for integer order Lorenz system,
- Fractional orders ($\alpha_1$, $\alpha_2$, $\alpha_3$).

The first one is tested by Lyapunov Exponent methods $^{[16]}$ while the second one is tested by ‘0-1 Test’ algorithm $^{[17]}$ as explained in the following sections.

9.1.1 Testing Parameters of Integer Order Lorenz System.

Chaotic system parameters are chosen carefully with a large positive Lyapunov exponent value. A chaotic system with a large exponent value means that the chaotic system with certain parameter values is sensitive to initial conditions and behavior chaotically. Computing and testing of these parameters ($\sigma$, $\rho$, $\beta$) for integer order Lorenz system by Lyapunov Exponent are shown in Table (1).

9.1.2 Testing Fractional Order Lorenz System.

The fractional orders ($\alpha_1$, $\alpha_2$, $\alpha_3$) is chosen arbitrary and the best choice must be closer to unity to achieve the chaotic behavior of system, the ‘0-1 Test’ is used to obtain a results of $(K)$ that is close to unity to get chaotic behavior, as shown in Table (2).
Table (1) shows the arbitrary chosen values of ($\beta$), which must be positive, the values of ($\sigma$ and $\rho$) are calculated accordingly, after calculating ($\lambda_1, \lambda_2, \lambda_3$) using Lyapunov Exponent the system was chaotic because ($\lambda_1 > 0, \lambda_2 = 0, \lambda_3 < 0$). The following choices of fractional derivative orders, parameters, and initial conditions for the master and slave systems are used for simulation.

\[(\alpha_1, \alpha_2, \alpha_3) = (0.97, 0.98, 1.1). \quad (\sigma, \rho, \beta) = (16, 45.92, 4).\]
\[[x(0), y(0), z(0)] = [-1, -2, 5]. \quad [x_r(0), y_r(0), z_r(0)] = [1, 2, 1].\]

9.2 Bandwidth Expansion Consideration:

In order to transmit the scrambling speech signal in an exiting channel with standard bandwidth, it is important that the scrambled speech should be real and should have a B.W essentially the same as that for the original speech. In classical speech scrambling, a trade-off between security and B.W expansion must be considered. In fractional order chaotic speech scrambling if the security is increased, then the B.W is not expanded and remained unchanged, due to the nature of chaotic signal characteristics. Figure (9) shows the B.W of the original speech signal and the B.W of transmitted signals due to fractional order chaotic speech scrambling.

![Fig.(9): (a) B.W of Original Speech Signal, (b) BW of Two Channel Secure Communication, (c) B.W of Modified Two Channel Secure Communication, and (d) BW of Fractional order chaotic Masking](image)
9.3 Sensitivity to Fractional Orders

Two identical Lorenz systems (a & b) are taken with the same parameters and initial conditions but starting from different fractional orders (nearly identical however). The difference in fractional order taken between two Lorenz variables $x_a$ and $x_b$ was chosen to be $10^{-6}$. Figure (10) depicts the time series of variables $x_a$ and $x_b$ for two Lorenz systems. After some period, the two variables quickly diverge from each other even though they started from identical fractional order. In particular, $\sigma_a = \sigma_b = 10$, $\rho_a = \rho_b = 28$, $\beta_a = \beta_b = 8/3$, $\alpha_{a1}= \alpha_{b1}=0.97$, $\alpha_{a2}= 0.98$, $\alpha_{a3}=0.980001$, $\alpha_{a3} = \alpha_{b3} = 1.1$.

![Fig. (10): Two Numerical Solutions of the Lorenz System Showing Sensitivity to fractional order.](image_url)

9.4 Comparison between Classical Speech Scrambling and Speech Scrambling based Fractional Order Chaotic System.

The scrambled speech is tested by using the three measures discussed in section (8). The encrypter results for classical speech scrambling and speech scrambling based fractional order chaotic systems are depicted in Tables (3) and (4) respectively. Table (3) shows the results for classical speech scrambling; time domain scrambling, frequency domain scrambling and two dimensional scrambling. In all of these cases the analysis takes place at narrow band scrambling. It is noted from Table (3) that the residual intelligibility is increased when using two dimensional scrambling methods.

Table (4) shows the results for chaotic speech scrambling which includes; chaotic masking, improved chaotic masking, two channel secure communication and, modified two channel secure communication.
From the simulation results obtained from the given Tables (3) and (4) there is an explanation about the big difference in the results between the classical speech scrambling and speech scrambling-based chaotic system, this is described as follows:

1- A chaotic system has a random-like noise behavior.
2- Chaos-based encryption schemes can be defined over continuous number fields, which lead to the possibility of using many nonlinear functions in encryption.

10. Cryptanalysis:

This section presents a cryptanalysis study of the fractional order chaotic scrambling. The analysis focuses on the determination of the key space, and the key sensitivity.

10.1 Key Space

In a good encryption scheme, the key space should be large enough. In the present scheme, the encryption sequences, x, y and z, are generated from the fractional Lorenz system with fractional derivative orders \((\alpha_1, \alpha_2, \alpha_3)\) and the parameters \((\sigma, \rho, \beta)\). The fractional derivative orders can be used as secret keys as well. Hence, the secret key consists of six numbers \((\alpha_1, \alpha_2, \alpha_3, \sigma, \rho, \beta)\). Since these six numbers are real numbers, the space of the keys will be a 6-dimensional space. Large secret key parameter space is very important to prevent an exhaustive search attack.

10.2 Key Sensitivity

Key sensitivity is an essential property for any good cryptosystem, which ensures the security of the cryptosystem against brute-force attacks. To demonstrate the key sensitivity,
only one parameter of key is changed at a time by a tiny amount, keeping all other parameters of key unchanged and the scheme is applied to recover the speech signal. Key sensitivity can be described in the following cases:

**Case 1:-**

Consider an intruder intercepts both the ciphertexts and synchronization signals. Assume the intruder gets an approximate estimate of the keys. If the fractional order $\alpha_3$ is changed to a value $[(1 \pm 1\%) \alpha_3]$, then all chaotic techniques are affected, where results shown in Table (5). Figure (11) shows the sensitivity of present secure communication scheme to a slight mismatch of keys. It is noted that the recovered speech signal is totally different from the original speech signal.

**Case 2:-**

If the fractional order $\alpha_2$ is changed by a value $[(1 \pm 1\%) \alpha_2]$, then all the chaotic techniques are affected, the recovered speech signal of all fractional order chaotic speech scrambling is totally different from the original speech signal. The results are shown in Table (6)

From Tables (5) and (6), where the mismatching in the fractional orders ($\alpha_2$, $\alpha_3$) are $(\pm1\%)$, the recovered speech signal of all fractional order chaotic speech scrambling suffered a strong distortion due to high sensitivity to fractional order.

![Table (5): Mismatch fractional order $\alpha_3$ by $(\pm1\%)$.](image)

<table>
<thead>
<tr>
<th>Encrypted speech signal</th>
<th>Recovered speech signal</th>
</tr>
</thead>
<tbody>
<tr>
<td>LPC</td>
<td>CD</td>
</tr>
<tr>
<td>1- chaotic Masking</td>
<td>0.7968</td>
</tr>
<tr>
<td>2- Improved Chaotic Masking</td>
<td>0.8877</td>
</tr>
<tr>
<td>3- Two channel system</td>
<td>0.7516</td>
</tr>
<tr>
<td>4- Modified Two channel system</td>
<td>1.1072</td>
</tr>
</tbody>
</table>

![Table (6): Mismatch fractional order $\alpha_2$ by $(1\%)$.](image)

<table>
<thead>
<tr>
<th>Recovered speech signal</th>
</tr>
</thead>
<tbody>
<tr>
<td>LPC</td>
</tr>
<tr>
<td>1- chaotic Masking</td>
</tr>
<tr>
<td>2- Improved Chaotic Masking</td>
</tr>
<tr>
<td>3- Two channel system</td>
</tr>
<tr>
<td>4- Modified Two channel system</td>
</tr>
</tbody>
</table>
Case 3:–

If the parameter \( \beta_r \) is changed to a value \( [(1 \pm 2\%) \cdot \beta] \), then all chaotic technique are affected, the results are shown in Table (7).

Case 4:–

If the parameter \( \rho_r \) is changed to a value \( [(1 \pm 2\%) \cdot \rho] \), then only chaotic masking and dynamic feedback modulation are affected. But when \( \rho_r \) is changed to a value \( [(1 \pm 5\%) \cdot \rho] \), then all the chaotic techniques are affected, the results are shown in Table (8).

Table (7): Mismatch parameter \( \beta_r \) by (2%).

<table>
<thead>
<tr>
<th>Recovered speech signal</th>
<th>LPC</th>
<th>CD</th>
<th>SSSNB [dB]</th>
</tr>
</thead>
<tbody>
<tr>
<td>1- Chaotic Masking</td>
<td>0.6138</td>
<td>3.3652</td>
<td>-14.2837</td>
</tr>
<tr>
<td>2- Improved Chaotic Masking</td>
<td>0.7255</td>
<td>3.9502</td>
<td>-16.0411</td>
</tr>
<tr>
<td>3- Two channel system</td>
<td>0.7529</td>
<td>4.2037</td>
<td>-19.6325</td>
</tr>
<tr>
<td>4- Modified Two channel system</td>
<td>0.9259</td>
<td>4.3579</td>
<td>-10.4579</td>
</tr>
</tbody>
</table>

Table (8): Mismatch parameter \( \rho_r \) by (15%).

<table>
<thead>
<tr>
<th>Recovered speech signal</th>
<th>LPC</th>
<th>CD</th>
<th>SSSNB [dB]</th>
</tr>
</thead>
<tbody>
<tr>
<td>1- Chaotic Masking</td>
<td>0.6138</td>
<td>3.3652</td>
<td>-12.3420</td>
</tr>
<tr>
<td>2- Improved Chaotic Masking</td>
<td>0.7255</td>
<td>3.9502</td>
<td>-14.5183</td>
</tr>
<tr>
<td>3- Two channel system</td>
<td>0.6451</td>
<td>3.8137</td>
<td>-10.6324</td>
</tr>
<tr>
<td>4- Modified Two channel system</td>
<td>0.7332</td>
<td>4.0276</td>
<td>-8.7619</td>
</tr>
</tbody>
</table>

Tables (5), (6), (7) and (8) show that the speech scrambling techniques based-fractional order chaotic Lorenz system are very sensitive to key (parameters & fractional orders). This feature gives robust encryption and the attacker doesn’t able to recover the original speech signal.

Conclusion:

In this paper, high dimensional chaotic system like Lorenz is employed to generate more complex and unpredictable three chaotic sequences. The use of speech scrambling
with chaotic techniques decreases the Segmental Spectral Signal to Noise Ratio Measure in the encrypted speech signal by about -16dB and increases Cpectral Distance Measure by about 1.5 dB compared with classical speech scrambling. preserving bandwidth operation, the dynamic response of fractional order chaotic system is highly sensitive to fractional order values and the variation of a parameter, chaotic trajectory is very unpredictable. With the use of fractional derivative order as the keys the key space is expanded and guarantees higher security. This system has a large key sensitivity because a small change in the secret key causes a large change in the encrypted signal.
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